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1.Why are job accounting audit trails useful for imaging and printing devices? 

A.They restrict the use of color printing as needed. 

B.They demonstrate that printers are being used. 

C.They demonstrate that regulatory compliance is taking place. 

D.They are used in accountant offices during tax season. 

Answer: A  

 

2.Why must the imaging and printing environment be secure? 

A.Most imaging and printing devices are no longer simple network appliances. 

B.Most imaging and printing devices are network appliances and need protection from physical theft. 

C.NIST (National Institute of Standards and Technologies) requires it. 

D.IEEp2600 standards require it. 

Answer: A  

 

3.What are components in the HP Imaging and Printing Security framework? (Select four.) 

A.Secure your data. 

B.Secure your printing devices. 

C.Protect your printed documents. 

D.Improve workflow through authenticating network devices. 

E.Reduce network traffic. 

F.Monitor and manage your printing fleet. 

G.Enable print job tracking and accounting. 

Answer: A,B,C,D   

 

4.Why is job accounting information gathered and utilized for billing and pay-for-use? 

(Select three.) 

A.to aid in installing, configuring and managing printer fleets remotely 

B.to demonstrate that a company is making efforts to protect information 

C.to gather data so it can be encrypted for security reasons 

D.to track network usage and make network telephony changes 

E.to show proof of compliance to regulators 

F.to detect abuse of information sharing and digital communication outside the company 

G.to create an electronic workflow for archiving hard copies 

Answer: C,D,F  

 

5.Which competitive advantages does HP offer for security when combined with printing and imaging 

devices? (Select three.) 

A.HP approaches security holistically. 

B.HP partners with hacker organizations. 

C.HP is the undeniable expert in securing and backing up networked data. 

D.HP Web Jetadmin is the industry leading utility for managing imaging and printing devices. 

E.HP is the undisputed leader in imaging and printing. 

F.HP encrypts all printer data before sending it across a network. 

Answer: A,C,E  
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6.What happens as the result of inconsistent security methods from multiple print vendors in an imaging 

and printing environment? 

A.There is a reduction in IT spending. 

B.IT departments can easily manage and monitor security across the imaging and printing environment. 

C.Overall system security is weakened. 

D.Companies are forced to be more accountable for how information is managed, shared and archived 

overtime. 

Answer: C  

 

7.What are the advantages of paper-based assets? (Select three.) 

A.easier to carry 

B.easier to create 

C.easier to copy 

D.inexpensive to create 

E.easier to read 

F.easier to work on and make notations 

G.easier to store and retrieve 

Answer: C,E,G  

 

8.How can people easily find information on how to hack into unsecured printers? 

A.by searching the Internet 

B.by searching www.hp.com 

C.by searching on the word "hacking" on the NIST website 

D.by using the Microsoft Windows Vista Help menu 

Answer: A  

 

9.What does HP leadership in the imaging and printing marketplace help resellers to do? 

A.access a large installed HP customer base 

B.charge higher prices for hardware 

C.empower customers to easily determine which solutions best meet their needs 

D.Keep security issues quiet so customers do not get upset 

Answer: C  

 

10.Why imaging and printing security is often not included in internal security standards? 

A.There is a lack of awareness about imaging and printing security. 

B.It is not a risk. 

C.It is expensive to secure. 

D.It is difficult to find information on hacking these devices. 

Answer: A  

 

 


